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Abstract—Implantable medical devices (IMDs) are man-made devices, which can be implanted in the human body to improve the functioning of various organs. The IMDs monitor and treat physiological condition of the human being (for example, monitoring of blood glucose level by insulin pump). The advancement of information and communication technology (ICT) enhances the communication capabilities of IMDs. In healthcare applications, after mutual authentication, a user (for example, doctor) can access the health data from the IMDs implanted in a patient’s body. However, in this kind of communication environment, there are always security and privacy issues such as leakage of health data and malfunctioning of IMDs by an unauthorized access.

To mitigate these issues, in this paper, we propose a new secure remote user authentication scheme for IMDs communication environment to overcome security and privacy issues in existing schemes. We provide the formal security verification using the widely-accepted Automated Validation of Internet Security Protocols and Applications (AVISPA) tool. We also provide the informal security analysis of the proposed scheme. The formal security verification and informal security analysis prove that proposed scheme is secure against known attacks. The practical demonstration of the proposed scheme is performed using the broadly-accepted NS2 simulation tool. The computation and communication costs of the proposed scheme are also comparable with the existing schemes. Moreover, the scheme provides additional functionality features such as anonymity, untraceability and dynamic implantable medical device addition.

Index Terms—Implantable medical devices, user authentication, key agreement, security, anonymity, AVISPA, NS2 simulation.

I. INTRODUCTION

Implantable medical devices (IMDs) monitor and treat physiological conditions within the body of a patient. Different types of IMDs such as brain neurosimulator, pacemaker, gastric implant and cochlear implant provide remote monitoring and treatment to patients with severe medical conditions. The pervasiveness of IMDs is growing continuously, for example, 25 million US citizens reliant on them for their day to day life critical functions [1]. The global IMDs market was valued at $72,265 million in 2015, and is projected to reach $116,300 million by 2022, registering a compound annual growth rate (CAGR) of 7.1% from 2016 to 2022 [2]. Information and communication technology (ICT) facilitates the information exchange of IMDs and provides them capabilities to communicate with each other. IMDs have the ability to send the collected health related data of a patient to the nearby controller node (CN) using the communication technologies such as bluetooth, zigbee and infrared transmission. CN is more powerful node as compared to IMDs as it has more communication range, processing power and storage capability. CN is connected to the Internet using an access point. A user (for example, a doctor) can access the data of an IMD via CN after successful mutual authentication. However, in such kind of communication environment, there are several security and privacy related issues such as replay attack, man-in-the-middle attack, impersonation attacks and privileged-insider attack [3], [4], [5], [6].

A. Motivation

An attacker can exploit the vulnerabilities in the IMDs, which can cause negative medical effects on the health of the patient. Such effects are commonly known as adverse events [7]. According to the report available in [8], the vulnerability in an implanted insulin pump could be exploited by a hacker (a remote malicious user) which can cause an overdose of insulin to the diabetic patients. The overdose of insulin could then cause hypoglycemia (low blood sugar level) which in extreme case becomes a diabetic shock to the patient. Therefore, security of IMDs becomes a serious concern so that an illegal party can not attack the IMDs implanted in a patient’s body. Hence, there is a strong need to design a secure remote user authentication scheme for IMDs by which the controller node of a patient’s IMDs and a user (for example, a doctor) can mutually authenticate each other. At the end, both entities establish a secret session key shared between them for their future secure communications. To address such an important issue for IMDs communication environment, we propose a new secure remote user authentication and key agreement scheme.
B. Main Contributions

The contribution of this paper is manyfold:

- We propose a new lightweight three-factor remote user authentication scheme for implantable medical devices in which the controller node of the implantable medical devices of a patient and remote user can authenticate each other.
- The security analysis shows that the proposed scheme is secure. In addition, we test the formal security verification of the proposed scheme using the widely-accepted AVISPA tool to show the proposed scheme is also secure against the replay and man-in-the-middle attacks.
- We provide the practical implementation of the proposed scheme using the widely-used NS2 simulation tool to measure the impact of the scheme on network performance parameters such as end-to-end delay and throughput.

C. System Models

The following two models are considered to describe and analyze the proposed scheme in the paper.

1) Network Model: The network model for the \((IMD)\)s communication environment shown in Figure 1 is used in the proposed scheme. In the given model, we have different types of \((IMD)\)s, such as brain neurosimulator and gastric simulator, which are implanted in a patient’s body. There is a controller node \((CN)\) which collects data from all \((IMD)\)s using wireless communication technologies (for example, Bluetooth, Zigbee and infrared transmission). \((CN)\) is connected to the Internet through an access point. The users can access \((IMD)\)s through \((CN)\). Suppose there is a user (for example, a doctor) \((U_i)\) wants to access the data from the controller node belonging to a set of implantable medical devices. In this scenario, we need authentication between \((U_i)\) and \((CN)\).

2) Threat Model: The well-known Dolev-Yao threat model (DY model) [9] is used in the proposed scheme. Under the DY model, the communication takes place over insecure channels. Any two communicating parties can communicate each other using a public channel [10], in which the end-point entities, such as \((IMD_i)\), \((CN)\), and \((U_i)\), are not considered as trusted. An attacker \(A\) can then have the opportunity to eavesdrop, modify or delete the exchanged messages during the transmission in order to tamper the communicated data. \(A\) can also physically capture \((CN)\) and can extract the stored information by using the power analysis attacks [11], [12] as these devices are non-tamper resistant. However, all \((IMD)\)s are implanted inside the body of a patient, and hence, there is a rare possibility of physical capturing of \((IMD)\)s from a patient’s body. We further assume that the trusted authority \((TA)\) is fully trusted party in the network, which is responsible for pre-deployment of \((IMD)\)s and the user registration phase as described in Section III.

D. Structure of the Paper

The rest of the paper is organized as follows. In Section II, we discuss the existing related authentication schemes proposed for \((IMD)\)s. The various phases of the proposed scheme are discussed in Section III. The security analysis of the proposed scheme is provided in Section IV. The formal security verification of the proposed scheme using the widely-accepted AVISPA tool is given in Section V. The performance comparison of the related existing schemes and the proposed scheme is provided in Section VI. The practical demonstration of the proposed scheme using the widely-accepted NS2 simulation tool is also provided in Section VII. Finally, the paper is concluded in Section VIII.

II. RELATED WORK

This section provides a brief review of the existing authentication schemes proposed for \((IMD)\) communication environment.

An ultrasonic distance-bounding based scheme proposed by Rasmussen et al. [13] allows an \((IMD)\) to give secure access to a programmer (reader) within a proximity range. The programmer has no constraint on power or computational ability. However their scheme did not provide non traceability property, session key security and also vulnerable to replay and man-in-the middle attacks. Ellouze et al. [14] presented a scheme to secure cardiac \((IMD)\)s. A Wireless Identification and Sensing Platform (WISP) is used in their scheme. They provided a solution to conserve the battery life of the \((IMD)\) by harvesting energy using radio frequency signals from a UHF RFID reader to perform the key generation and authentication. Furthermore, they have also proposed an authentication mechanism using biometric keys for regular and emergency cases which facilitates a secure communication between the programmer and the WISP on the \((IMD)\). However their scheme did not provide anonymity and non traceability properties and also vulnerable to replay attack.

Jang et al. [3] provided a hybrid security scheme that uses two heterogeneous cryptosystems: symmetric and asymmetric. The heterogeneous cryptosystems used to facilitate the different levels of security required by applications (for example, medical versus non-medical) in the wireless body area networks (WBANs). Their protocol contains two stages. In the first stage, the global authentication between bio-sensor
node (BSN) and certificate authority (CA)/data server are performed, whereas in the second stage, the local authentication between BSN and base station (BS) is executed. However, their scheme did not provide anonymity property and some functionality features such as dynamic controller node addition and IMD addition.

Several authentication schemes have been proposed in the literature for the healthcare applications using radio-frequency identification (RFID), wireless medical sensor networks and wireless body area networks [15], [16], [17], [18], [19], [20], [21], [22], [23], [24]. He and Zeadally [4] proposed an authentication scheme by using the ambient intelligence, specifically for an Ambient Assisted Living (AAL) system that helps to monitor health and also to provide tele-health care services. Their system used the wearable sensors in the wireless body area networks (WBANs) and assistive robotics. The system has three levels of communications: 1) Intra-BAN: The wireless body sensors communicate with the WBAN controllers; 2) Inter-BAN: The WBAN controllers communicate with external devices (for example, home service robots) and 3)Beyond-BAN: The AAL server connects to the Internet.

Xu et al. [25] proposed a secure scheme for implantable cardiac devices, called IMDGuard. It provides two mechanisms for IMDs protection: the first one is an electrocardiogram sensor (ECG) based key establishment without prior shared secrets, and other one is an access control mechanism to protect spoofing attacks. Rushanan et al. [26] provided a survey of existing techniques, which improve security and privacy in IMDs and health BANs. A comprehensive survey of security and privacy issues in IMDs is also provided in [7]. Moreover, Denning et al. [27] discussed the human values and security issues associated with the IMDs.

III. THE PROPOSED SCHEME

In this section, we present a new three-factor remote user authentication protocol for implantable medical devices communication environment, which uses the elliptic curve cryptography (ECC).

The network model presented in Figure 1 is followed in the proposed scheme, in which there is a user (for example, a patient) whose body is implanted with implantable medical devices IMDs, such as pacemaker and insulin pump. All these IMDs monitor the patient’s health. IMDs have their own functionalities and give services to the patient on the basis of his/her symptoms. IMDs also have wireless communication feature (for example, Bluetooth technology) using which they can send the patient’s monitored data to the nearby controller node, say CNj. CNj collects the sensed information securely from IMDJs. Suppose there is a user (for example, a doctor) Ui wants to access the real-time data from a particular CNj for monitoring and diagnosis of the patient remotely. In this scenario, we require authentication between Ui and CNj. After mutual authentication between Ui and CNj, they establish a session key for the future secure communication. After this successful mutual authentication only, Ui can access the live data from the implanted IMDJs in the patient’s body with the help of CNj.

In this work, we use three factors: 1) mobile device MDi of a user Ui; 2) password PWj of Ui; and 3) biometrics BJOi of Ui. The proposed scheme consists of the following seven phases: 1) pre-deployment; 2) offline user registration; 3) login; 4) authentication and key agreement; 5) password and biometric update; 6) dynamic controller node addition; and 7) dynamic IMD addition.

Table I contains the notations which are used for describing and analyzing the proposed scheme. We have used random nonces and current timestamps to protect against strong replay attack against an active adversary. For this purpose, we assume that all the network entities are synchronized with their clocks.

<table>
<thead>
<tr>
<th>Notation</th>
<th>Description</th>
</tr>
</thead>
<tbody>
<tr>
<td>Ui, MDi</td>
<td>i\textsuperscript{th} user and his/her mobile device</td>
</tr>
<tr>
<td>CNj</td>
<td>i\textsuperscript{th} controller node</td>
</tr>
<tr>
<td>IMDj</td>
<td>i\textsuperscript{th} implantable medical device</td>
</tr>
<tr>
<td>TA</td>
<td>Trusted authority</td>
</tr>
<tr>
<td>IDv, PWj, BJOi</td>
<td>U\textsubscript{i}'s identity, password and biometric information</td>
</tr>
<tr>
<td>IDTA, IDCNj</td>
<td>Identities of trusted authority and controller node</td>
</tr>
<tr>
<td>RIDj, RIDCNj</td>
<td>Pseudo identities of Ui and CNj</td>
</tr>
<tr>
<td>N</td>
<td>1024-bit secret number of TA</td>
</tr>
<tr>
<td>t, r, j</td>
<td>160-bit random nonces of Ui and CNj</td>
</tr>
<tr>
<td>RTSCNj</td>
<td>Registration timestamp of CNj</td>
</tr>
<tr>
<td>T\textsubscript{i}</td>
<td>Generated current timestamp</td>
</tr>
<tr>
<td>\Delta T</td>
<td>Maximum transmission delay associated with a message</td>
</tr>
<tr>
<td>Gen()</td>
<td>Probabilistic generation procedure used in fuzzy extractor</td>
</tr>
<tr>
<td>Rep()</td>
<td>Deterministic reproduction procedure used in fuzzy extractor</td>
</tr>
<tr>
<td>\sigma, \tau</td>
<td>Biometric secret key of Ui</td>
</tr>
<tr>
<td>\sigma, \tau</td>
<td>Public reproduction parameter of Ui</td>
</tr>
<tr>
<td>t</td>
<td>Error tolerance threshold used in fuzzy extractor</td>
</tr>
<tr>
<td>E\textsubscript{p}(a, b)</td>
<td>A non-singular elliptic curve: ( y^2 = x^3 + ax + b ) (mod p) over a prime finite field ( F\textsubscript{p} ) of ( q )-bit size with ( a, b \in Z\textsubscript{p}^* ) are constants with ( 4a^3 + 27b^2 \neq 0 ) (mod p)</td>
</tr>
<tr>
<td>( k \cdot P )</td>
<td>Elliptic curve point multiplication; ( k \in Z\textsubscript{p} ) and ( P \in E\textsubscript{p}(a, b) )</td>
</tr>
<tr>
<td>h()</td>
<td>Collision-resistant cryptographic hash function</td>
</tr>
<tr>
<td>|</td>
<td>Concatenation and bitwise XOR operations</td>
</tr>
</tbody>
</table>

In the proposed scheme, we use the elliptic curve point multiplication operations. For better presentation of the paper, in the following we present the basic properties of an elliptic curve, and its two basic operations, such as point addition and point multiplication.

Let \( E\textsubscript{p}(a, b) \) be a large elliptic curve over a finite field \( F\textsubscript{p}(q) \) of \( q \)-bit size with \( a, b \in Z\textsubscript{p}^* \) are constants with \( 4a^3 + 27b^2 \neq 0 \) (mod p), then \( (x, y) \in \mathbb{E}_p \) is a point of \( E\textsubscript{p}(a, b) \) if and only if \( y^2 \equiv x^3 + ax + b \) (mod p). Here, \( a, b \in Z\textsubscript{p} \) are constants with the condition \( 4a^3 + 27b^2 \neq 0 \) (mod p), together with a special point \( \mathcal{O} \), called the point at infinity or zero point, \( Z\textsubscript{p} \) = \{0, 1, \ldots, p-1\} and \( p > 3 \) be a large prime. \( E\textsubscript{p}(a, b) \) forms an abelian group (commutative group) under addition modulo \( p \) operation [28] with the additive identity \( \mathcal{O} \) and the additive inverse \( -P = E\textsubscript{p}(a, b) \) of a point \( P = E\textsubscript{p}(a, b) \) such that if \( P = (x_P, y_P) \), we have \( -P = (x_P, -y_P) \), where \( x_P \) and \( y_P \) denote the \( x \) and \( y \) coordinates of the point \( P \) in \( E\textsubscript{p}(a, b) \), respectively. If we consider \( P = (x_P, y_P) \) and \( Q = (x_Q, y_Q) \) as two points on an elliptic curve \( E\textsubscript{p}(a, b) \) and we compute as follows [28]:

\[
\begin{align*}
    x_R &= (\lambda^2 - x_P - x_Q) \pmod{p}, \\
    y_R &= (\lambda(x_P - x_R) - y_P) \pmod{p},
\end{align*}
\]

where

\[
\lambda = \frac{y_Q - y_P}{x_Q - x_P} \pmod{p}, \text{ if } P \neq Q \quad \text{and} \quad \lambda = \frac{3x_P^2 + a}{2y_P} \pmod{p}, \text{ if } P = Q.
\]

In elliptic curve cryptography (ECC), point multiplication
(scalar multiplication) is defined as the repeated point additions. For example, if \( P \in E_p(a, b) \), \( 5P \) is computed as \( 5P = P + P + P + P + P \).

Given a scalar \( k \in Z_p \) and a point \( P \in E_p(a, b) \), computing the scalar multiplication \( Q = kP \) is relatively easy. However, given \( P \) and \( Q \) in \( E_p(a, b) \), it is computationally infeasible to compute the scalar \( k \in Z_p \), where \( Q = kP \). This problem is called the elliptic curve discrete logarithm problem (ECDLP).

For biometric authentication, we use the fuzzy extractor technique [29], [30]. A fuzzy extractor consists of the following two procedures: 1) probabilistic generation function \( Gen(\cdot) \) and 2) deterministic reproduction function \( Rep(\cdot) \). Upon input as a user personal biometrics \( BIO_i \), \( Gen(\cdot) \) produces output consisting of a secret biometric key of fixed length, say \( \eta \) bits, \( \sigma_i \in \{0, 1\}^\eta \) and a public reproduction parameter \( \tau_i \). On the other hand, \( Rep(\cdot) \) takes the current biometrics entered by the user, say \( BIO'_i \) and also the public reproduction parameter \( \tau_i \) as input, providing the Hamming distance between \( BIO_i \) and \( BIO'_i \) is less than or equal to an error tolerance threshold value, \( t \). The output of \( Rep(\cdot) \) is then the original biometric key \( \sigma_i \), that is, \( \sigma_i = Rep(BIO'_i, \tau_i) \).

A. Pre-deployment Phase

In this phase, a trusted authority (TA) is responsible for registering each controller node \( CN_j \) and each implantable medical device \( IMD_i \) prior to their deployment in a deployment field (for example, a hospital) and the patient’s body. For this purpose, the TA first selects a unique 1024-bit secret number \( N \) for each \( CN_j \) and the IMSDs attached with \( CN_j \), and computes its pseudo identity using its own identity \( ID_{TA} \) as \( RID_{TA} = h(ID_{TA} || N) \). The TA then chooses a unique identity \( ID_{CN_j} \) for each \( CN_j \), and calculates its corresponding pseudo identity \( RID_{CN_j} = h(ID_{CN_j} || N) \) and the temporary credential of \( CN_j \) using its registration timestamp \( RTS_{CN_j} \) as \( TC_{CN_j} = h(ID_{TA} || RTS_{CN_j} || N) \). The TA finally stores the information \{\( RID_{CN_j}, TC_{CN_j}, RID_{TA} \)\} in the memory of \( CN_j \) and deploys it in the deployment field.

For the pairwise key establishment between a deployed \( CN_j \) and IMSDs in a patient’s body, we use the existing polynomial-based key distribution protocol proposed by Blundo et al. [31]. For each \( CN_j \), the TA first selects a unique symmetric bivariate polynomial \( \mathcal{P}(x,y) = \sum_{i=0}^{n} \sum_{j=0}^{n} g_{i,j} x^i y^j \in GF(p)[x, y] \) of degree \( n \) over a finite field (Galois field) \( GF(p) \), where the co-efficients \( g_{i,j} \)'s are taken from \( GF(p) \). Note that the prime \( p \) is chosen as a large number and \( n \) is also large, which is much larger than the number of IMSDs deployed in a patient’s body attached with \( CN_j \), in order to preserve unconditional security and n-collusion resistant property against IMD capture attack by an attacker [32]. For example, if a bivariate polynomial \( \mathcal{P}(x,y) = x^4 + 3x^3 + 2x^2y^2 + 3y^3 + y^4 \) over \( GF(5) \) is symmetric as \( \mathcal{P}(y, x) = y^4 + 3y^3 + 2y^2x^2 + 3x^3 + x^4 = \mathcal{P}(x, y) \).

For each deployed IMD, the TA generates a unique identity \( ID_{IMD_i} \), computes the corresponding pseudo identity \( RID_{IMD_i} = h(ID_{IMD_i} || N) \) and the polynomial share \( \mathcal{P}(RID_{IMD_i}, y) \) which is a univariate polynomial of degree \( n \) in \( GF(p) \), and stores this polynomial share and the pseudo identity \( RID_{IMD_i} \) in the memory of \( IMD_i \). Note that to store \( \mathcal{P}(RID_{IMD_i}, y) \), the storage space required in \( IMD_i \) is \( (n+1) \log_2(p) \) bits as the coefficients are from \( GF(p) \). In a similar way, for \( CN_j \) the TA also computes the polynomial share \( \mathcal{P}(RID_{CN_j}, y) \) which is a univariate polynomial of degree \( n \) in \( GF(p) \), and stores this polynomial share in the memory of \( CN_j \). Finally, the information \{\( RID_{CN_j}, TC_{CN_j}, RID_{TA} \), \( \mathcal{P}(RID_{CN_j}, y) \)\} are stored in \( CN_j \)'s memory.

The motivation behind the use of the Blundo et al.’s scheme [31] for pairwise key establishment between a deployed \( CN_j \) and IMSDs in a patient’s body is as follows. If an adversary \( A \) is able to compromise \((n + 1)\) or more shares of \( \mathcal{P}(x,y) \), he/she can easily reconstruct the original \( \mathcal{P}(x,y) \) uniquely using Lagrange’s interpolation [33]. Hence, the disclosure of up to \( n \) shares does not reveal \( \mathcal{P}(x,y) \) to \( A \), and thus, non-compromised shared keys based on \( \mathcal{P}(x,y) \) remain completely secure. Since the degree \( n \) of \( \mathcal{P}(x,y) \) is much larger than the number of IMSDs deployed in a patient’s body attached with \( CN_j \), the proposed scheme preserves unconditional security and n-collusion resistant property [32], [34].

B. Post-deployment Phase

Once the IMSDs and \( CN_j \) are deployed, the first task of \( CN_j \) and IMSDs is to establish pairwise secret keys using the pre-loaded information stored in their memory during the pre-deployment phase described in Section III-A.

Suppose deployed \( IMD_i \) and \( CN_j \) want to establish a pairwise secret key between them. \( IMD_i \) first sends its pseudo identity \( RID_{IMD_i} \) to \( CN_j \). In a similar manner, \( CN_j \) also sends its pseudo identity \( RID_{CN_j} \) to \( IMD_i \). After that \( IMD_i \) computes the secret key shared with \( CN_j \) using its own polynomial share as \( SK_{IMD_i,CN_j} = \mathcal{P}(RID_{IMD_i}, RID_{CN_j}) \). On the other hand, \( CN_j \) also computes the same secret key shared with \( IMD_i \) using its own polynomial share as \( SK_{CN_j,IMD_i} = \mathcal{P}(RID_{CN_j}, RID_{IMD_i}) = \mathcal{P}(RID_{IMD_i}, RID_{CN_j}) = SK_{IMD_i,CN_j} \) since the polynomial \( \mathcal{P}(x,y) \) is symmetric. Hence, both \( IMD_i \) and \( CN_j \) will communicate securely in order to bring the information sensed by the \( IMD_i \) to \( CN_j \) using the established shared key \( SK_{IMD_i,CN_j} \).

C. User Registration Phase

This phase discusses the registration procedure for a user (for example, a doctor) \( U_i \) to access the information from the controller node \( CN_j \) of a patient’s implantable medical devices IMSDs. For this purpose, \( U_i \) requires to register at the TA securely either in person or via a secure channel. This procedure is performed by the TA and \( U_i \) with the following steps:

**Step REG1.** \( U_i \) selects an identity \( ID_i \) and sends it to the TA securely. After receiving registration request, the TA computes pseudo identity of \( U_i \) as \( RID_i = h(ID_i || N) \) using its corresponding secret number \( N \) and \( A_i = h(RID_{TA} || ID_i) \), and sends the registration reply message \( (RID_i, A_i, RID_{TA}) \) to \( U_i \) securely.


**Step REG2.** After receiving registration reply from the TA, \( U_i \) chooses a non-singular elliptic curve \( E_p(a, b) \), \( y^2 = x^3 + ax + b \) (mod \( p \)) over a prime finite field \( Z_p \), where \( p \) is a large prime and \( a, b \in Z_p \) are constants such that \( 4a^3 + 27b^2 \neq 0 \) (mod \( p \)). \( U_i \) further chooses a base point \( P \) of order \( m \) over \( E_p(a, b) \) such that \( m.P = \mathcal{O} \), where \( \mathcal{O} \) is called the point at infinity or zero point. \( U_i \) then selects a private key \( k \) and computes the corresponding public key \( Q = k.P \), and makes \( Q \) as public.

**Step REG3.** \( U_i \) selects a password \( PW_i \) on his/her choice, and inputs his/her biometric \( BIO_i \) at the sensor of his/her mobile device, say \( MD_i \). \( MD_i \) applies the fuzzy extractor probabilistic generation function \( Gen(\cdot) \) to generate the secret biometric key \( \sigma_i \) and the corresponding public parameter \( \tau_i \) as \( Gen(BIO_i) = (\sigma_i, \tau_i) \) as provided in [35], [36], [30]. The detailed information about the fuzzy extractor functions \( Gen(\cdot) \) and \( Rep(\cdot) \) can be found in [30].

**Step REG4.** \( MD_i \) calculates \( RID'_i = RID_i \oplus h(PW_i || \sigma_i) \), masked password \( RPW_i = h(PW_i || k) \), \( D_i = k \oplus h(ID_i || PW_i || \sigma_i) \), \( RID'_{TA} = RID_{TA} \oplus h(ID_i || k || \sigma_i) \), and \( A_i = A_i \oplus h(k || \sigma_i) \). After these computations, \( MD_i \) also computes the parameters \( B_i = h(A_i || RPW_i) \) and \( C_i = h(ID_i || RID'_{TA} || B_i || \tau_i) \). Finally, \( MD_i \) stores the information \( \{ RID'_i, RID'_{TA}, A_i, C_i, D_i, \tau_i, Gen(\cdot), Rep(\cdot), h(\cdot), t \} \) in its memory, where \( t \) is the error tolerance threshold value used in \( Rep(\cdot) \) in order to recover the original biometric key \( \sigma_i \).

**D. Login Phase**

\( U_i \) performs the following steps to execute the login phase:

**Step L1.** \( U_i \) inputs his/her identity \( ID_i \) and password \( PW_i \) into the interface of \( MD_i \), and also imprints his/her biometrics \( BIO_i \). At the sensor of \( MD_i, MD_i \) then extracts biometric key \( \sigma'_i = Rep(BIO_i, \tau_i) \) provided that the Hamming distance between the original biometrics \( BIO_i \) at the time of registration and the recent entered \( BIO_i \) is less than the error tolerance threshold value \( t \). Then, \( MD_i \) computes \( k = D_i \oplus h(ID_i || PW_i || \sigma'_i) \), \( RPW'_i = h(PW_i || k') \), \( A'_i = A_i \oplus h(k' || \sigma'_i) \), \( B'_i = h(A'_i || RPW'_i) \), \( RID'_{TA} = RID'_{TA} \oplus h(ID_i || k' || \sigma'_i) \) and \( RID'_i = RID'_i \oplus h(PW_i || \sigma'_i) \) and \( C'_i = h(ID_i || RID'_{TA} || B'_i || \tau_i) \). After computing these values, \( MD_i \) checks whether the condition \( C'_i = C_i \) holds or not. If it holds, \( U_i \) passes both password and biometric verification. Otherwise, the login process is terminated immediately.

**Step L2.** \( MD_i \) generates the current timestamp \( T_{i2} \) and 160-bit random nonce \( r_i \). \( MD_i \) then computes \( a_i = h(r_i || T_{i1} || RID'_i || RPW'_i || \sigma'_i) \), \( b_i = h(RID'_{TA} || T_{i1}) \), \( M_1 = a_i \cdot P \) and the ElGamal type signature \( M_2 = a_i + k' \cdot b_i \) (mod \( p \)). Finally, \( MD_i \) sends the login request message \( \langle M_1, M_2, T_1 \rangle \) to \( CN_j \) via a public channel.

**E. Authentication and Key Agreement Phase**

After receiving the login request \( \langle M_1, M_2, T_1 \rangle \) from \( U_i \) at time \( T_{i1} \) by \( CN_j \), the following steps are executed for mutual authentication and key establishment between \( U_i \) and \( CN_j \):

**Step AKE1.** \( CN_j \) first checks the timeliness of \( T_1 \) by the condition \( |T_1 - T_{i1}^*| < \Delta T \), where \( \Delta T \) is the maximum transmission delay. If timeliness matches, \( CN_j \) computes \( b'_i = h(RID'_{TA} || T_{i1}) \) and verifies the signature by the condition \( M_2.P = M_1 + b'_i.Q \). Note that \( M_2.P = (a_i + h.b_i).P = a_i.P + k.b_i.P = M_1 + b_i.Q = M_1 + b'_i.Q \). If verification matches, \( CN_j \) chooses current timestamp \( T_2 \) and 160-bit random nonce \( r_j \), and computes \( c_j = h(r_j || T_{i2} || RID'_{CN_j} || TC_{CN_j}) \), \( M_4 = c_j.P \), \( k_{ij} = c_j.M_1 \), \( M_5 = h(SK_{ij} || T_{i2}) \).

**Step AKE2.** After receiving the authentication reply \( \langle M_4, M_5, T_2 \rangle \) from \( CN_j \) at time \( T_{i2} \), \( U_i \) checks the timeliness of \( T_2 \) by the verification condition \( |T_2 - T_{i2}^*| < \Delta T \). If it does not hold, \( U_i \) immediately terminates the connection. Otherwise, \( U_i \) computes \( k'_{ij} = a_i.M_4 = (a_i.c_j).P \) and session key \( SK_{ij}' = h(k'_{ij} || RID'_{TA} || T_{i1} || T_{i2}) \) shared with \( U_i \) and \( M_6 = h(SK_{ij}' || T_{i2}) \). Then, \( CN_j \) sends the authentication reply \( \langle M_4, M_5, T_2 \rangle \) to \( U_i \) via a public channel.

**Step AKE3.** After receiving the message \( \langle M_7, T_3 \rangle \) from \( U_i \) at time \( T_3 \), \( CN_j \) checks the timeliness of \( T_3 \) by the condition \( |T_3 - T_{i3}^*| < \Delta T \). If this condition holds, \( CN_j \) calculates \( M_8 = h(SK_{ij}' || T_{i3}) \) and checks if \( M_8 = M_7 \) holds. If it does not match, it immediately terminates the connection. Otherwise, it is considered that the calculated session key \( SK_{ij}' \) by \( U_i \) is correct, and both \( U_i \) and \( CN_j \) stores the same session key \( SK_{ij} = (SK_{ij}') \) for future secure communication.

The login, and authentication and key agreement phases of the proposed scheme are summarized in Figure 2.
F. Password and Biometric Update Phase

In this phase, we provide the password & biometric update facility in which a legitimate user $U_i$ can change his/her password as well as biometrics at any time without involving the TA for security reasons. The following steps are required for this phase:

**Step PB1.** $U_i$ inputs his/her identity $ID_i$, old password $PW_{old}^i$, and biometrics $BIO_{old}^i$ to the interface of $MD_i$, and also imprints his/her old biometrics $BIO_{old}^i$ to the sensor of $MD_i$. $MD_i$ then extracts biometric key $\sigma_{old}^i = \text{Rep}(BIO_{old}^i, \tau_i)$ provided that the Hamming distance between the original biometrics $BIO_i$ at the time of registration and the entered $BIO_{old}^i$ is less than the error tolerance threshold value $\epsilon$. In addition, $MD_i$ calculates $k = D_i \oplus h(ID_i \parallel PW_{old}^i \parallel |\sigma_{old}^i|)$, $RPW_{old}^i = h(PW_{old}^i \parallel |k|)$, $A_i^{old} = A_i \oplus h(k \parallel |\sigma_{old}^i|)$, $B_i^{old} = h(A_i^{old} \parallel RPW_{old}^i)$, $RID_{TA} = R_{TA0} \oplus h(ID_i \parallel |k| \parallel |\sigma_{old}^i|)$, $RID_i = R_{ID_{TA}} \oplus h(PW_{old}^i \parallel |\sigma_{old}^i|)$ and $C_i^{old} = h(ID_i \parallel RID_{TA} \parallel |B_i^{old}| \parallel |\sigma_{old}^i|)$. After computing these values, $MD_i$ checks the condition $C_i^{old} = C_i$. If it holds, $U_i$ is treated as an actual user who passes both password and biometric verification, and he/she can proceed for the password and biometric update procedure. Otherwise, the password and biometric update process is terminated immediately.

**Step PB2.** $U_i$ provides a new password $PW_{new}^i$, and also imprints new biometrics $BIO_{new}^i$, if $U_i$ is desired to change $BIO_{old}^i$. It is also noted that if $U_i$ does not want to change his/her biometrics, he/she still can keep the same old biometrics $BIO_{old}^i$, and in this situation, $BIO_{new}^i$ is considered as $BIO_{old}^i$. After these inputs, $MD_i$ computes $\sigma_{new}^i = \text{Rep}(BIO_{new}^i, \tau_{new}^i)$, $RPW_{new}^i = h(PW_{new}^i \parallel |k|)$, $A_i^{new} = A_i^{old} \oplus h(k \parallel |\sigma_{new}^i|)$, $B_i^{new} = h(A_i^{new} \parallel RPW_{new}^i)$, $RID_{TA}^{new} = R_{TA0} \oplus h(ID_i \parallel |k| \parallel |\sigma_{new}^i|)$, $RID_i^{new} = R_{ID_{TA}} \oplus h(PW_{new}^i \parallel |\sigma_{new}^i|)$, $C_i^{new} = h(ID_i \parallel RID_{TA}^{new} \parallel |B_i^{new}| \parallel |\sigma_{new}^i|)$ and $D_i^{new} = k \oplus h(ID_i \parallel PW_{new}^i \parallel |\sigma_{new}^i|)$.

**Step PB3.** Finally, $MD_i$ replaces $RID_i$, $RID_{TA}$, $A_i$, $C_i$, $D_i$ and $\tau_i$ with $RID_i^{new}$, $RID_{TA}^{new}$, $A_i^{new}$, $C_i^{new}$, $D_i^{new}$ and $\tau_{new}^i$, respectively.

We summarized the password and biometric update phase related to the proposed scheme in Figure 3.

G. Dynamic Controller Node Addition Phase

This phase is required to deploy a new controller scheme, say $CN_j^{new}$ in the existing network. The TA performs the following steps for the dynamic controller node addition:

**Step 1.** The TA first assigns a new unique identity $ID_{j^{new}}^{CN_j}$, which is different from the identities of the already deployed controller nodes. The TA then computes the pseudo identity for $CN_j^{new}$ as $RID_{j^{new}}^{CN_j} = h(ID_{j^{new}}^{CN_j} \parallel |N|)$ and $TC_{j^{new}}^{CN_j} = h(1 \parallel RID_{TA}^{CN_j} \parallel R_{TS_{j^{new}}^{CN_j}} \parallel |N|)$, where $R_{TS_{j^{new}}^{CN_j}}$ is newly generated registration timestamp for $CN_j^{new}$. TA also computes polynomial share $P(RID_{j^{new}}^{CN_j}, y)$, which is a univariate polynomial in $GF(y)$.

**Step 2.** Finally, the TA stores the credentials $\{RID_{j^{new}}^{CN_j}, TC_{j^{new}}^{CN_j}, RID_{TA}^{CN_j}, P(RID_{j^{new}}^{CN_j}, y)\}$ into the memory of $CN_j^{new}$ prior to its deployment.

H. Dynamic IMD Addition Phase

To deploy a new IMD or to replace an existing IMD by another new IMD, say $IMD_j$, the TA executes the following steps:

**Step 1.** The TA generates a unique identity $ID_{j^{new}}^{IMD_j}$ and computes the corresponding pseudo identity $RID_{j^{new}}^{IMD_j} = h(ID_{j^{new}}^{IMD_j} \parallel |N|)$ and the polynomial share $P(RID_{j^{new}}^{IMD_j}, y)$.

**Step 2.** The TA then stores $P(RID_{j^{new}}^{IMD_j}, y)$ and $RID_{j^{new}}^{IMD_j}$ in the memory of $IMD_j$.

Note that there is no need to update any polynomial share in $CN_j$. The TA only needs to inform $CN_j$ about the deployment of $IMD_j$. After deployment of $IMD_j$, it can establish pairwise key with $CN_j$ as $SK_{IMD_j^{new}, CN_j} = P(RID_{IMD_j}^{new}, RID_{CN_j}^{new}) = P(RID_{IMD_j}, RID_{CN_j})$ and start secure communication using the established key $SK_{IMD_j^{new}, CN_j}$ with the help of the post-deployment phase given in Section III-B.

IV. Security Analysis

In this section, we show that the proposed scheme is secure against the following possible known attacks:

**Replay attack:** In the proposed scheme, during the login, and authentication and key agreement phases, the messages $MSG_1 = (M_1, M_2, T_1)$, $MSG_2 = (M_4, M_5, T_2)$ and $MSG_3 = (M_6, T_3)$ are exchanged between a user $U_i$ and a controller node $CN_j$. These messages involve different current timestamps $T_1$, $T_2$ and $T_3$. If an adversary $A$ intercepts these messages and tries to replay these messages later, the validity of timestamps in these messages will fail, and as a result, the messages will be treated as the old messages. Hence, our scheme provides protection against replay attack.

**Man-in-the-middle attack:** Suppose $A$ intercepts the message $MSG_1$ and attempts to modify this message to create a valid login message. For creating the valid login message, $A$...
can generate a random nonce \( r_{iα} \) and current timestamp \( T_{iα} \). Then, \( A \) is not able to compute \( M'_1 = a_{iα}.P, a_{iα} = h(r_{iα} || T_{iα} || RID_1^* || RPW_1^* || σ₁) \) because \( A \) does not know the values of \( RID_1^*, RPW_1^* and the biometric secret key \( σ₁ \) of the user \( U_i \). Similarly, if \( A \) tries to compute the signature \( M'_2 = a_{iα} + k.b'_i \) (mod \( p \)), he/she needs \( a_{iα} \) and \( b'_i = h(RID_{TA}^* || T_{iα}) \). \( A \) can not also compute \( M'_2 \) because he/she does not know \( RID_{TA}^* \) and \( k \), which is the secret key of \( U_i \). Therefore, \( A \) is not able to modify \( M_{sg1} \). In a similar way, \( A \) can not modify other messages \( M_{sg2} \) and \( M_{sg3} \). Therefore, our scheme provides protection against man-in-the-middle attack.

**Privileged-insider and offline password guessing attacks:** A privileged user of the TA, who may be an internal adversary \( A \), can obtain \( RID_i \) during the user \( U_i \)'s registration phase. In addition, suppose the mobile device \( MD_i \) of \( U_i \) is lost or stolen by \( A \) after the registration process is finished. \( MD_i \) contains information \{ \( RID_i^*, RID_{TA}^*, A'_i, C_i, D_i, τ_i, Gen(·), Rev(·), h(·), t \} \). Even by retrieving all stored information from \( MD_i \) using the power analysis attacks [11], [12], \( A \) can not guess the correct password \( PW_i \) because he/she does not know the private key \( k \) of \( U_i \) and his/her secret biometric key \( σ_i \) from \( C_i \) and \( D_i \). Therefore, the correct guess of \( PW_i \) will not be successful by \( A \). Hence, the proposed scheme is secure against both privileged-insider and offline password guessing attacks.

**User impersonation attack:** Suppose \( A \) intercepts the message \( M_{sg1} = \langle M_1, M_2, T_1 \rangle \) during the login phase, and tries to impersonate as a legal user \( U_i \) by sending a valid login request message to \( CN_j \). \( A \) can not compute the secret \( c_{iα} \) from \( M_1 = a_{iα}.P \) due to hardness of the ECDLP problem (discussed in Section III). In order to perform user impersonation attack, \( A \) can generate the current timestamp \( T'_2 \) and a random nonce \( r_{iα} \). To generate valid login request message, say \( M_{sg1} = \langle M'_1, M'_2, T'_2 \rangle \), \( A \) requires to compute \( M'_1 = a_{iα}.P \) and \( M'_2 = a_{iα} + k.b_{iα} \) (mod \( p \)), where \( a_{iα} = h(r_{iα} || T'_2 || RID'_1^* || RPW'_1^* || σ₁) \) and \( b_{iα} = h(RID_{TA}^* || T'_2) \). \( A \) can not compute \( M'_2 \) as he/she does not know \( RID'_1^*, RID_{TA}^*, RPW'_1^* , σ₁ \) and the secret key \( k \) of \( U_i \). Therefore, the user impersonation attack is protected in our scheme.

**Controller node impersonation attack:** Suppose \( A \) intercepts the message \( M_{sg2} = \langle M_1, M_2, T_2 \rangle \) during the authentication and key establishment phase, and tries to impersonate as a controller node \( CN_j \) by sending a valid authentication reply message to \( U_i \). \( A \) can not compute the secret \( c_{jα} \) from \( M_1 = c_{jα}.P \) due to hardness of the ECDLP problem. \( A \) can generate the current timestamp \( T'_2 \) and random nonces \( r_{iα} \) and \( r_{jα} \). To generate a valid message, say \( M_{sg2} = \langle M'_1, M'_2, T'_2 \rangle \), \( A \) needs to compute \( M'_1 = c_{jα}.P \) and \( M'_2 = h(SK_{ij} || T'_2) \), where \( c_{jα} = h(r_{jα} || T'_2 || RID_{CN_j}^* || TC_{CN_j}^* || k_{ij}' = c_{jα}.M'_1 = (a_{iα}c_{jα}).P, a_{iα} = h(r_{iα} || T'_1 || RID_{TA}^* || RPW'_1^* || σ₁), and SK_{ij} = h(k_{ij} || RID_{TA}^* || T'_1 || T'_2). A \) can not compute \( M_{sg2} \) as he/she does not know \( RID_{CN_j}, TC_{CN_j}, RID_{TA}^*, RID_{TA}^*, RPW'_1^* and σ₁. Thus, our scheme is secure against such an attack.

**Session key security:** During the login and authentication & session key agreement phases, \( U_i \) sends the message \( M_{sg1} = \langle M_1, M_2, T_1 \rangle \) to \( CN_j \). Then \( CN_j \) replies to \( U_i \) with the message \( M_{sg2} = \langle M_4, M_5, T_2 \rangle \). Further, \( U_i \) sends the acknowledgment message \( M_{sg3} = \langle M_7, T_3 \rangle \) to \( CN_j \). In all these messages session key \( SK_{ij} (= SK_{ij}^*) \) is protected by the one-way hash function \( h(·) \). Moreover, without the knowledge of short term secrets such as random nonces \( r_i \) and \( r_j \), and long term secrets, such as identities \( RID_{TA}, RID_i, RID_{CN_j} and TC_{CN_j}, A \) can not compute session key \( SK_{ij} \). Therefore, due to the use of these short term and long term secrets, and also the collision resistance property of \( h(·) \), the computation of \( SK_{ij} \) is computationally infeasible for \( A \). As a result, the proposed scheme provides session key security.

**Anonymity and untraceability:** Suppose an adversary \( A \) intercepts the messages \( M_{sg1} = \langle M_1, M_2, T_1 \rangle, M_{sg2} = \langle M_4, M_5, T_2 \rangle \) and \( M_{sg3} = \langle M_7, T_3 \rangle \) during the login and authentication & key agreement phases. Due to usage of random nonces \( r_i, r_j \) and current timestamps, each of \( a_{iα}, b_1, c_j \) and \( k_{ij} \) becomes dynamic and “unique” in all messages for each session. Moreover, none of these messages directly includes \( ID_i \) and \( ID_{CN_j} \). Hence, the proposed scheme preserves both anonymity and untraceability properties.

**Resilience against controller node physical capture attack:** As in [37], [38], the resilience against controller node physical capture attack of the proposed scheme in the IMD communication environment is as follows. Assume that \( c \) controller nodes are physically captured by an adversary \( A \). It is then measured as the total secure communications compromised by a capture of \( c \) controller nodes not including the communication in which the compromised controller nodes are directly involved. Let \( P_e(c) \) denote the probability that \( A \) can decrypt the secure communication between a user \( U_i \) and a non-compromised controller node \( CN_j \) when \( c \) controller nodes are already compromised. If \( P_e(c) = 0 \), a user authentication scheme is known as unconditionally secure against controller node capture attack. By physically capturing a controller node \( CN_j \), \( A \) can extract the information \{ \( RID_{CN_j}, TC_{CN_j}, RID_{TA}, P(RID_{CN_j}, y) \) \} from its memory using power analysis attacks [11], [12]. Note that all \( RID_{CN_j}, TC_{CN_j}, and P(RID_{CN_j}, y) \) are distinct for all the controller nodes, and these are generated by the TA. Therefore, by capturing \( CN_j, A \) can only compromise the session key between that the user \( U_i \) and \( CN_j \). However, the session keys between that user \( U_i \) and other non-compromised controller nodes \( CN_j \) can not be compromised by \( A \). Then, compromise of a controller node does not lead to compromise secure communications among the user and other non-compromised controller nodes. Hence, our scheme is unconditionally secure against controller node physical capture attack.

**Denial-of-service attack (DoS):** Even if a legal user \( U_i \) enters incorrect \( ID_i \) and/or \( PW_i \) during login phase, it is locally checked through the verification \( C_i^* = C_i \) (Step L1 in Section III-D). The login request of the user \( U_i \) is sent to the controller node only after successful verification. As a result, the proposed scheme is secure against such DoS attack.

**Stolen mobile device attack:** Suppose the mobile device \( MD_i \) of a legal user \( U_i \) is lost or stolen by an attacker \( A \). \( A \) can then extract all information \{ \( RID'_1^*, RID_{TA}^*, A'_i, C_i, D_i, τ_i, Gen(·), Rev(·), h(·), t \} \) stored in \( MD_i \) using the power analysis attacks. To correctly guess \( ID_i \) and \( PW_i \), from the extracted information \( C_i \) and \( D_i \), \( A \) needs to know both the secrets \( k \) and \( σ_1 \). Thus, it is computationally infeasible for \( A \) to correctly guess both \( ID_i \) and \( PW_i \). Therefore, the
proposed scheme is secure against stolen mobile device attack.

V. FORMAL SECURITY VERIFICATION USING AVISPA

In this section, we provide the formal security verification of the proposed scheme using the widely-accepted AVISPA tool [39], [40].

In AVISPA, we first implement the security protocol in the role-based expressive formal language, called the High Level Protocol Specification Language (HLPSL). HLPSL is translated into the intermediate format (IF) using the translator, called HLPSL2IF. IF is a lower-level language than HLPSL and is read directly by the back-ends to the AVISPA tool. There are four backends in AVISPA tool: 1) On-the-fly Model-Checker (OFMC); 2) Constraint-Logic-based Attack Searcher (CL-AtSe); 3) SAT-based Model-Checker (SATMC) and 4) Tree Automata based on Automatic Approximations for the Analysis of Security Protocols (TA4SP). Finally, the backends produce the output format (OF), which precisely tells whether the protocol is safe or unsafe. If it is unsafe, the OF also lists the attack trace. In AVISPA, the communication channel is public and it is modeled using the Dolev-Yao threat model [9]. Thus, the intruder (which is always denoted by i in HLPSL) can also take a legitimate role in the protocol run. The detailed description of the AVISPA tool and the HLPSL is available in [39], [40].

VI. COMPARATIVE STUDY

In this section, we compare the computation and communication costs, and functionality features of the proposed scheme with other related existing schemes, such as the schemes of Rasmussen et al. [13], Ellouze et al. [14], Jiang et al. [3] and He-Zeadally [4].

The comparison of functionality features of the existing schemes and our scheme is given in Table II. It is evident from the table that Rasmussen et al.’s scheme does not provide $F_{NF3}$, $F_{NF5}$, $F_{NF6}$, $F_{NF8}$, $F_{NF14}$ and $F_{NF17}$; Jiang et al.’s scheme does not provide the features $F_{NF2}$, $F_{NF13}$, $F_{NF14}$ and $F_{NF17}$; Ellouze et al.’s scheme does not provide $F_{NF2}$, $F_{NF3}$, $F_{NF8}$, $F_{NF14}$, $F_{NF15}$ and $F_{NF17}$; and He-Zeadally’s scheme does not also provide $F_{NF13}$, $F_{NF14}$ and $F_{NF17}$. On the other hand, the proposed scheme provides all the functionality features listed in the table.

<table>
<thead>
<tr>
<th>Feature</th>
<th>Rasmussen et al.</th>
<th>Jang et al.</th>
<th>Ellouze et al.</th>
<th>He-Zeadally</th>
<th>Our</th>
</tr>
</thead>
<tbody>
<tr>
<td>$F_{NF1}$</td>
<td>✓</td>
<td>✓</td>
<td>✓</td>
<td>✓</td>
<td>✓</td>
</tr>
<tr>
<td>$F_{NF2}$</td>
<td>×</td>
<td>✓</td>
<td>✓</td>
<td>✓</td>
<td>✓</td>
</tr>
<tr>
<td>$F_{NF3}$</td>
<td>×</td>
<td>✓</td>
<td>×</td>
<td>✓</td>
<td>✓</td>
</tr>
<tr>
<td>$F_{NF4}$</td>
<td>✓</td>
<td>✓</td>
<td>✓</td>
<td>✓</td>
<td>✓</td>
</tr>
<tr>
<td>$F_{NF5}$</td>
<td>×</td>
<td>✓</td>
<td>✓</td>
<td>✓</td>
<td>✓</td>
</tr>
<tr>
<td>$F_{NF6}$</td>
<td>✓</td>
<td>✓</td>
<td>✓</td>
<td>✓</td>
<td>✓</td>
</tr>
<tr>
<td>$F_{NF7}$</td>
<td>✓</td>
<td>✓</td>
<td>✓</td>
<td>✓</td>
<td>✓</td>
</tr>
<tr>
<td>$F_{NF8}$</td>
<td>×</td>
<td>✓</td>
<td>✓</td>
<td>✓</td>
<td>✓</td>
</tr>
<tr>
<td>$F_{NF9}$</td>
<td>✓</td>
<td>✓</td>
<td>✓</td>
<td>✓</td>
<td>✓</td>
</tr>
<tr>
<td>$F_{NF10}$</td>
<td>N/A</td>
<td>N/A</td>
<td>N/A</td>
<td>✓</td>
<td>✓</td>
</tr>
<tr>
<td>$F_{NF11}$</td>
<td>N/A</td>
<td>N/A</td>
<td>N/A</td>
<td>N/A</td>
<td>✓</td>
</tr>
<tr>
<td>$F_{NF12}$</td>
<td>N/A</td>
<td>N/A</td>
<td>N/A</td>
<td>N/A</td>
<td>✓</td>
</tr>
<tr>
<td>$F_{NF13}$</td>
<td>N/A</td>
<td>×</td>
<td>N/A</td>
<td>×</td>
<td>✓</td>
</tr>
<tr>
<td>$F_{NF14}$</td>
<td>×</td>
<td>×</td>
<td>×</td>
<td>×</td>
<td>✓</td>
</tr>
<tr>
<td>$F_{NF15}$</td>
<td>✓</td>
<td>N/A</td>
<td>✓</td>
<td>✓</td>
<td>✓</td>
</tr>
<tr>
<td>$F_{NF16}$</td>
<td>✓</td>
<td>✓</td>
<td>✓</td>
<td>✓</td>
<td>✓</td>
</tr>
<tr>
<td>$F_{NF17}$</td>
<td>✓</td>
<td>✓</td>
<td>✓</td>
<td>✓</td>
<td>✓</td>
</tr>
</tbody>
</table>

Note: $F_{NF1}$: mutual authentication; $F_{NF2}$: anonymity; $F_{NF3}$: non-traceability; $F_{NF4}$: session-key agreement; $F_{NF5}$: session key security; $F_{NF6}$: confidentiality; $F_{NF7}$: integrity; $F_{NF8}$: strong replay attack; $F_{NF9}$: man-in-the-middle attack; $F_{NF10}$: efficient login phase; $F_{NF11}$: password update phase; $F_{NF12}$: biometric update phase; $F_{NF13}$: dynamic controller node addition; $F_{NF14}$: dynamic IMD addition; $F_{NF15}$: protection against stolen mobile device/programmer attack; $F_{NF16}$: protection against impersonation attack; $F_{NF17}$: formal security verification using AVISPA tool.

×: a scheme is insecure against a particular attack or does not support a particular feature; ✓: a scheme is secure against a particular attack or supports a particular feature; N/A: not applicable in a scheme.

For computation costs comparison, we have listed the approximate time needed for various cryptographic operations in Table III. We use the existing experimental results for these operations [42]. The comparison of computation costs of existing related schemes [13], [14] (for regular mode), [3] (for global authentication), [4] and the proposed scheme is given in Table IV. Though the computation cost of our scheme is more than that for the schemes of Rasmussen et al. and Ellouze et al., it can be considered as our scheme provides more security and functionality features as compared to those schemes.

For communication costs comparison, we have taken the timestamp, sequence number or random nonce is of 32 bits each. If the SHA-1 [43] hash function is used, the size of...
Thus, each elliptic curve point of the form $P$ requires 160 bits. Additionally, symmetric encryption/decryption is of 128 bits (if we apply the Advanced Encryption Standard (AES) [45]). Table V shows the comparison of communication costs of the related existing schemes [13], [14] (for regular mode), [3] (for global authentication), [4] and our scheme in terms of the number of messages and number of bits. The results in this table show that though the communication cost of Ellouze et al.'s scheme is less than our scheme, but it can be accepted as our scheme provides more security and more functionality features as compared to other schemes.

### Table III

<table>
<thead>
<tr>
<th>Notation</th>
<th>Description</th>
<th>Approx. computation time (seconds)</th>
</tr>
</thead>
<tbody>
<tr>
<td>$T_h$</td>
<td>One-way hash function</td>
<td>0.00032</td>
</tr>
<tr>
<td>$T_{ecm}$</td>
<td>ECC point multiplication</td>
<td>0.0171</td>
</tr>
<tr>
<td>$T_{sca}$</td>
<td>ECC point addition</td>
<td>0.0044</td>
</tr>
<tr>
<td>$T_{senc}$</td>
<td>Symmetric encryption</td>
<td>0.0056</td>
</tr>
<tr>
<td>$T_{sdec}$</td>
<td>Symmetric decryption</td>
<td>0.0056</td>
</tr>
<tr>
<td>$T_{mec}$</td>
<td>Modular exponentiation</td>
<td>0.0192</td>
</tr>
<tr>
<td>$T_{fe} \approx T_{ecm}$</td>
<td>Fuzzy extractor function</td>
<td>0.0171</td>
</tr>
</tbody>
</table>

### Table IV

<table>
<thead>
<tr>
<th>Scheme</th>
<th>Computation cost</th>
</tr>
</thead>
<tbody>
<tr>
<td>Rasmussen et al.</td>
<td>21$T_{rec} + 17T_h \approx 0.03872s$</td>
</tr>
<tr>
<td>Jang et al.</td>
<td>25$T_{ecm} + 15T_{sca} + 5T_h \approx 0.4951s$</td>
</tr>
<tr>
<td>Ellouze et al.</td>
<td>6$T_h + 2T_{senc}/T_{sdec} \approx 0.01312s$</td>
</tr>
<tr>
<td>He-Zeadally</td>
<td>6$T_{ecm} + 8T_{senc}/T_{sdec} + 4T_h \approx 0.1487s$</td>
</tr>
<tr>
<td>Proposed scheme</td>
<td>$T_{fe} + 6T_{ecm} + 17T_h \approx 0.12514s$</td>
</tr>
</tbody>
</table>

### Table V

<table>
<thead>
<tr>
<th>Scheme</th>
<th>No. of messages</th>
<th>No. of bits</th>
</tr>
</thead>
<tbody>
<tr>
<td>Rasmussen et al.</td>
<td>6</td>
<td>2210</td>
</tr>
<tr>
<td>Jang et al.</td>
<td>8</td>
<td>5920</td>
</tr>
<tr>
<td>Ellouze et al.</td>
<td>3</td>
<td>961</td>
</tr>
<tr>
<td>He-Zeadally</td>
<td>4</td>
<td>3232</td>
</tr>
<tr>
<td>Proposed scheme</td>
<td>3</td>
<td>1216</td>
</tr>
</tbody>
</table>

### Table VI

<table>
<thead>
<tr>
<th>Parameter</th>
<th>Description</th>
</tr>
</thead>
<tbody>
<tr>
<td>Platform</td>
<td>Ubuntu 14.04 LTS</td>
</tr>
<tr>
<td>Network scenarios</td>
<td>1, 2 and 3</td>
</tr>
<tr>
<td>Number of users</td>
<td>3, 5, 9 for scenarios 1, 2, 3</td>
</tr>
<tr>
<td>Number of controller nodes</td>
<td>3 for all scenarios</td>
</tr>
<tr>
<td>Number of implantable medical devices</td>
<td>15 for all scenarios</td>
</tr>
<tr>
<td>Simulation time</td>
<td>1800 seconds</td>
</tr>
</tbody>
</table>

### Section VII. Practical Perspective: NS2 Simulation Study

In this section, to measure the impact of the proposed scheme on the network performance parameters, such as end-to-end delay (in seconds) and throughput (in bits per second), we have used widely accepted NS2 2.35 simulator [46], [47] on Ubuntu 14.04 LTS platform.

### A. Simulation Parameters

The parameters used in the NS2 simulation are given in Table VI. The network coverage area is taken as $80 \times 80$ m\(^2\). The communication ranges of implantable medical devices and controller nodes are taken as 25 meters and 50 meters, respectively. The medium access control type is the standard IEEE 802.15.4 and the network was simulated for the duration of 1800 seconds (30 minutes). Apart from these, all other standard parameters are considered for the simulation.

### B. Simulation Environment

We have considered the following three network scenarios, in which there are three controller nodes $CN_1$s and three patients implanted with five $IMD_1$s each. Hence, there are a total of 15 $IMD_1$s are deployed in the simulation.

- **Scenario 1.** In this scenario, there are three users ($U_1$s), three controller nodes ($CN_1$s) and 15 $IMD_1$s.
- **Scenario 2.** Under this scenario, we have taken five users ($U_1$s), three controller nodes ($CN_1$s) and 15 $IMD_1$s.
- **Scenario 3.** Here, there are nine users ($U_1$s), three controller nodes ($CN_1$s) and 15 $IMD_1$s.

In each scenario, we have considered the three messages: $\{M_1, M_2, T_1\}$ from $U_1$ to $CN_1$, $\{M_4, M_5, T_2\}$ from $CN_1$ to $U_1$, and $\{M_7, T_3\}$ from $U_1$ to $CN_1$, which are of sizes 512 bits, 512 bits, 192 bits, respectively.

### C. Simulation Results and Discussions

In order to measure the impact of the proposed scheme, we have calculated the network performance parameters, such as end-to-end delay and throughput.

1) **Impact on End-to-end Delay**

The end-to-end delay ($EED$) is formulated as the average time taken by the data packets (messages) to arrive at the destination from the source. The $EED$ is then calculated as $\frac{\sum_{i=1}^{n_{pkt}} (T_{recv} - T_{send})}{n_{pkt}}$, where $T_{recv}$ and $T_{send}$ are the receiving and sending time of a packet $i$, respectively, and $n_{pkt}$ is the total number of packets. The $EED$s of the proposed scheme for different scenarios are provided in Fig. 5(a). The values of $EED$s are 0.02719, 0.03188 and 0.06765 seconds for the scenarios 1, 2 and 3, respectively. Note that the value of $EED$ increases with the increasing number of users. The increment in number of users results more number of exchanged messages, which further incurs congestion, and therefore, $EED$ increases in scenarios 2 and 3.
2) Impact on Throughput. The throughput is measured as the number of bits transmitted per unit time. The network throughput (in bps) of the proposed scheme under different network scenarios is provided in Fig. 5(b). The throughput is formulated as \( \frac{n \times |p|}{T_d} \), where \( T_d \) is the total time (in seconds), \(|p|\) the size of a packet and \( n \), the total number of received packets. Note that the simulation time as 1800s, which is considered as the total time. The throughput values are 4.98, 9.10 and 10.99 bps for the scenarios 1, 2 and 3, respectively. The throughput also increases in scenarios 2 and 3.

Fig. 5. Network performance: (a) throughput and (b) end-to-end delay

VIII. CONCLUSION

The use of IMDs facilitates the remote monitoring of the health of a patient. The IMDs specially improve the quality of life of elderly people, who other has problem to move easily. A doctor can provide them remote consultation on the basis of their health data, which is collected by the help of IMDs. However, wireless communication raises serious threats in the IMD deployment. In this paper, we proposed a remote user authentication scheme through which a user (a doctor) and a controller node can mutually authenticate each other and establish a session key for their future secure communication. Apart from that the pairwise key establishment between a controller node and its IMDs is also provided in the proposed scheme for the secure communication between them. The computation and communication costs of the proposed scheme are comparable with the existing related schemes. In addition, the proposed scheme also provides better security and more functionality features, such as password and biometric update phase, dynamic controller node and IMD addition phases, as compared to other existing related schemes.
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